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MAKING ARCHIVES WORK.

In the chapter reasonably entitted ARCHIVING, we introduced the idea of the archive
system as an extension of the file system onto — typically — off-line media. Now we
offer some material on implementing archive systems. There are two components to the
task. Oneisthe system which resides in the computer and deals with requests for archive
operations as they are received, and the second is the archive processing run, when
information is exchanged between computer and archive medium.

The computer-resident component deals with transactions using information from a
resident archive directory, and an important task in designing an archive systemis to
determine just what information must be saved in the resident directory in order to support
the required range of operations. For an automatic archive system, the requests are for
archive directory services, including requests for information about archived files and
such operations on files as can be executed by operations on the directories or attributes,
and for the retrieval of archived files. Some of these — details depend on the system —
can be executed immediately using information kept in memory ( though it might be
necessary to carry through directory changes to archived directories when convenient ),
while others cannot be implemented until the archive medium is present. Much the same
comments apply to a discretionary system, but in this case it is also necessary to
administer acomputer-resident repository of filesto be archived.

The archive run is essentially an update operation on the archive material. In most
cases, it is a tape-to-tape ( that's old-tape-to-new-tape) copy of the archive, with
necessary modifications handled as the appropriate point in the tape-to-tape stream passes
through the computer. To make thiswork effectively, quite alot of planning is necessary;
there is a good description of the important points in the IBM4341 example which
follows.

EXAMPLES.

The University's Computer Centre used to operate two archiving systems, one for an
IBM4341 computer and one for aVax cluster. The IBM4341 Archiver was a purely
discretionary system, while the Vax Archiver provided automatic file saving, with
discretionary retrieval. Though neither system isnow in use, they are good examples, as
they are comparatively straightforward and uncluttered specimens.

THE VAX ARCHIVERMP30,

The Archive systemautonatical ly nai ntai ns nagnetic tape
copies of the latest version of nost of your files. Each tine
the Daily Archive job is run (each working day at 7.30 am at
Auckl and Lhiversity), it scans directories specified by the
systemnanager and | ocates any files whi ch you have created or
nodi fied since the previous run, and nakes two copies of each.
A any tine you nay

- Inquire : to find out what files you have in the
archi ve;

- Dearchive : request that sone specified archived files
be recreated on di sk;

- Delete sone specified files fromthe Archive.
Sone files cannot be archived, viz:

- Hles greater than the size (in bl ocks) specified in the
| ogi cal nane ARKMNH LE



- Files which do not have System Read Access. (This
includes files in directories which do not have
SystemRead access),

- Hles which are already open for wite-access at the
tine of the Archive run;

- Hles which are deaccess-| ocked.

The archive systemw || never del ete your files fromdi sk, nor
wll files be deleted fromthe A chive unless you explicitly
request themto be, or unl ess you request your usercode to be
cancel led. If, by performing an Inquire, you knowthat a file
Is archived, you nay safely delete it fromdi sk to reduce your
on-line holdings. Afileis deened to be yours if its owner
nat ches your UC

The Dearchive runs as a batch job. If you issue the Dearchive
command interactively, a batch job wll be suomtted for you.
If you use the coomand froma batch job, it wll be perforned
in-line. Wen the Dearchive has been conpl eted, the log file
CEARMH VE LGGin your current directory shoul d be checked for
any errors. Do not delete the file produced in step 2, or
create a higher version of it, until the Dearchive is
conpl et ed.

If your Dearchive job fails unexpectedy, check that
- you have not exceeded your disk quota
- you have wite access to your current directory
- thefile specified in the Dearchi ve conmand exi sts

- al directories that you wsh to dearchive files into
exi st. The Archive cannot re-create these for you
wthout risking violating systemsecurity.

If any file cannot be sucessfully dearchived, the job aborts.
If you need to restart the Dearchive, edit the file of nanes
to renove any nanes that were sucessfully retrieved, and
resubmt the job.

For your benefit, files are never del eted fromthe Archive
unl ess you request themto be. It is however in everyone's
interest for you to periodically del ete unwanted archi ved
files. The syntax of the Del ete conmand is:

$ ARCH \E DELETE fi | enane [ NOOO\A RV

Note that the fil enane specified is the one contai ning the
list of files to be deleted. If the NOOONFHI RMoption is
specified, the files wll then be deleted. If it is not
specified, each filenane wll be displayed, and you wll be
asked toreply "ok" if the fileis to be del eted.

It is possible that you wll be told that the A chive database
Is tenporarily | ocked agai nst update access, and that you nay
wait or break out wth Grl/Cand try later. This can happen
If the systemoperators are running an Archive job which
requi res excl usl ve access to the dat abase.

NOTES.
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Observe the reference to "system:read access'. Thisis another form of protection
implemented as a protection code.

The "disk quota’ isalimit on the amount of disc space you may use. We discuss it
inthe later section on IMPLEMENTATION.

UIC stands for User Identification Code ( we think ).
THE IBM4341 ARCHIVER!MP3L,

Every user of QWb on the 4341 has a "Mrtual Mchine' (W
whi ch anongst ot her things provides nenory to work in, and
disk(s) to store files on. AMrtual Mchine's disk space is
pernanent|y allocated to it, so when you create files on your
own disks they stay there until you BRASE them |If you run out
of roomon your disks you need sonewhere el se to keep your
| ess-frequently-used files; this is what Achiver (i.e. the
Achive System provi des.

To copy afileinto archive, enter
ARHVE SAEfileid

where fileid is the file's Qb nane, e. g, TESTPROG FORTRAN
SAMPLE DATA B, ... Wen Archiver tells you the file has been
archi ved you can ERASE your copy. To get file back from
archive, enter

ARHMVE REAL fileid DX
Archiver wll copy the file back to your disk for you.

In the above SAVE exanpl e Archiver wasn't tol d how | ong
you wanted to keep the file, so it wuld expire (i.e. be
autonatical ly expunged) after two weeks. To say how | ong the
file should be kept, specify its LIFETIME e, Q.

ARHVE SAE fileid LIFETTME 6 MNTHS

tells Archiver that the file should expire 6 nonths from
t oday.

2.1 OERMEW

"Archiver' is avirtua nachine wth a large anount of disk
space (400 Mbytes at the Lhiversity of Auckland) which it uses
as short-termstorage for archived files. For longer-term
storage Archiver has a collection of nagnetic tapes. These
tapes are organised into archive 'levels', wth level 1 tapes
containing the nost-recently archived files, level 2
containing ol der files, and so on. Fles enter the archive by
bei ng copi ed onto archive disk; fromthere they can be copi ed
back i nmedi at el y when a user recal | s them Wen archive di sk
is nearly full, the oldest files onit are 'raked out to
level 1 tape, i,e. copied to tape and erased fromdisk. If
they are not recalled fromlevel | they wll eventually be
raked to level 2 tape.

As vell as the archived files, archiver naintains files
of its own, the nost inportant of whichis "Gital og'. (Note on



termnol ogy: "Gatalog" is the proper nane of the catal ogue —
filenanes can't be longer than 8 characters.) Gatalog is a
conpl ete catal ogue of all the archived files; it is described
In the next section.

The Archive Mrtual Mxchine is nornally logged in as a
di sconnect ed service Wand is running ARHES the Archiving
program ARIHELB just sits waiting for a user request. Wen it
receives one it perforns it, then sits back to wait for the
next .

Wsers enter archi ve commands by invoki ng the ARCH VE
EXEC This executes the ARCH VE programwhi ch checks the
syntax of the conmand, then requests ARFELESto carry it out.
Wien ARCH VE has finished it displays a nessage indicating
whet her or not your conmand has been carried out, then it
returns to QB Its return code is zeroif al was well, and
non-zero otherwse. The ARIHVE return codes are set out in a
| ater section.

Request s are passed between your VW and the Archive W
through WIs Inter-User Gonmuni cation Vehicle, WO/ Thisis a
part of the systemsoftware which nakes it possible to send
nessages between cooperating Mrtual Mchines. As well as
requests for action, ARCH VE and ARCHELS use | LCV to nove
files. For exanpl e when you enter a SAVE command ARCH \VE reads
the file. fromyour disk and sends it to ARIHEBE in 2048-byte
sections. In earlier stages of Archiver's devel opnent ot her
net hods of passing requests and files (such as sending virtual
card files and copying files between LI NKed di sks) were used,
these are much less effective than | UCV. Note that you
shouldn't distub ARHVEwWiile it is executing, if you did
(e.g. by entering an HX conmand) you woul d probably | eave a
col l ection of unanswered | UCQV nessages from ARCHEUS whi ch
woul d confuse ARCH VE next tine you ranit. To clear this
situation you woul d have to | og off then log on again .

2.2 THE ARH \E CATA GBLE

"Gatal og' (the Archive catal ogue) contains one entry for every
file currently in the archive. Each file's Gatal og entry
contains details such as

o Its filenane, filetype and filenode. Note, however, that
only its filenode nunber is renenbered; its fil enode
letter (i.e. thediskit cane from) is not.

e Theting and date when it was archi ved.

* Its expiry date. It wll be expunged fromarchive after
this date; see the 'Expired Hles' section.

* Its access control list. This specifies who can use it;
see the "Sharing Fles' section.

* Auser's comment of up to 40 characters, which
conpensat es sonewhat for QB s 8-character fil enanes;
see the ' Wser Goment Syntax’ section.

 The location of each copy of the file. Archiver
automatically keeps two copies of each file, in
different places (i.e. one copy on disk and one on tape,
or two tape copies on different reels of tape).
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2.3 MIN A NG ARHMVED HLLES

Qe a file has been put into archive by the archive save
coomand it is Archiver's responsibility to look after it until
It is expunged (or it expires). As nentioned in the previous
section Archiver nmaintains two copies of every file, in
different places. This neans that Archiver nust deci de where
to put each copy, and keep track of the copies as they nove
about when archive tapes are copied. To this end Archiver is
assisted by the 'Hel per' Mrtual Mchine.

Hel per contains a catal ogue of the archive tapes (the
"tape infornation' file), and the Hel per program Helper is
run at | east once each day by the conputer operators to
per f or mhousekeepi ng tasks such as

» Mki ng backup copies of newy saved files.

e Qearing archive disk space by 'raking files to tape.
 Retrieving files fromtape back to disk.

e Checking for files vhich are about to expire.

Wen a file is saved, Archiver copies it onto the
Archive disk and enters it in the archive catal ogue. A that
stage there is only one copy of it in archive. The next tine
Hel per carries out its Backup task, it wll wite copies of
all such files to a 'level 1' tape and record their
wher eabout s (tape nane and position on tape) in the catal ogue.
Fomthen on there are two copies of the fileinarchive, in
the unlikely event that Archiver is unable to read the first,
it wll try to recover by reading the second. Hel per nakes
sure that the two copies of afile are never on the sane tape
so that it can survive the loss of a whol e reel of tape.

As tine goes by the archive disks fill up wth user
files, until Helper decides it is tine to rake sone disk files
toalevel 1tape. Every file's Gatalog entry contai ns the
date it was last accessed;, Hel per uses this 'last-use date to
find the "ol dest' files on disk. These files are copied to
tape, they are erased fromthe archive disk, and their catal og
entries updated accordingly. Both archive' s copies of such
files are nowon level 1 tape.

Details of the archive tapes are kept in Helper's 'tape
infornation' file. The tapes are grouped in 'levels'; level 1
tapes contain the 'nost recent’ files, level 2 tape files are
ol der, and so on. Wen there isn't nuch space | eft for files
onthe level 1 tapes, Hlper wll rake sone files fromlevel 1
tolevel 2

Q the tapes in each level one is aways unused;, thisis
the level's "free' tape. Wen Hel per wants to copy files to a
given level it searches the tape infornation file to sel ect
that level's least-full tape; this is the 'next' tape. It
scans the archive catal ogue naking a directory of all the
files wvhich are on the 'next' tape then copies themfromthe
"next' tothe 'free' tape, followed by the newfiles being
noved to the level. Before a 'newfile is copied Hel per



checks to see that it isn't already on the "next' tape; if it
Isthere Helper leaves it where it is. This check ensures that
afile's second copy is never on the sane reel as its first
copy. Wen afileis expunged fromarchive its Gatal og entry
Is deleted, hence it won't be in Helper's tape directory and
it won't be copied to 'next'; it wll disappear fromarchive.
(hce the copy operation is conplete (and all details safely
entered in the catal ogue) Hel per updates the tape i nfornation
file to nake the old 'next' tape 'free'.

31 RCALUNSHLES

Wien a user recalls a file, Archiver looks it up in the
archive catalogue. If thereis acopy ondiskit is sent back
tothe user and its 'last-use date changed in the catal ogue.
It thus becones one of the 'nost-recently used files, hence
it wll be sone tine before Hel per decides to rake it to tape.

If the fileisn't on disk Archiver can't send it back —
instead it narks its Gatalog entry as 'to be recalled, and
sends a "Requested file on tape" nessage back i nstead.

(Once each working day (usually early in the norning) the
conputer operators run Helper's "retrieve’ task. This searches
the archive catal ogue to find all the 'to be recalled files,
and nakes a list of themsorted by location (i.e. by tape
reel ). Helper asks the operator to nount the tape which
contains the nost 'to be recalled files, then copies them
back to disk and updates their Catalog entries. It repeats
this until all the files have been restored to disk. This
neans that if you get a "file on tape" response to a recal |
cormand, your file shoul d be back on di sk wthin one working
day. You can then recall it in the ordinary way. Note that
Archiver and Hel per nake no attenpt to send you a copy of the
filewenit is retrieved fromtape.

3.2 BARY GFHLE

Qnce a week Hel per checks the expiry date for all the filesin
archive. Bvery user wth files which expire wthin the next
two weeks is sent an "expiry warning . This take the formof a
disk file called ARHVE VRN NG which is O SK DUMRed to the
user's virtual card reader as a AASS Wfile. To read the
warni ng you can

* BExecute the archive GEX conand. If there is a warning
fileinyour reader this DX LOs it onto your A disk,
then i nvokes BROME to display it. Having read it you
QITBowse (hit PF3) to return to V6 If you don't
have a warning file in your reader, archive GHEX just
returns wth a zero return code.

 Wse the CRexec toread the file (possibly giving it a
new nane), then BROE it for yourself.

The "expiry wvarning contains a line for each of your expiring
files. Any which are past their expiry dates are narked wth
stars (*****); they have been expunged. Those which expire in
one week or |less are marked wth plus signs (++++); any
unnarked files wll expire wthin tw weeks.

The above systemworks well if you are using the
conputer regularly, but if not you won't see the warning file.
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To cope wth this situation Achiver also prints a copy of the
warning, and this is posted to you. Qrerall you get two weeks
warning, less the tine required to get the warning to you
through the nail .

NOTES.

Observe the two-component file names, such as TESTPROG FORTRAN. CMS
had no hierarchical directory structure; the only extension was to add the
name of another disc, asin SAMPLE DATA B. Even thiswas done oddly,
for the third component of the file identifier was called the file mode, and
included certain file attributes.

In this archive system, afile might not be copied onto tape for some time. From the
safety point of view, that's aflaw.

A virtual machine in the system described is closely analogous to a process in most
other systems, though the implementation is rather different. The intention
behind the system design isto present an image of a complete computer as the
system metaphor — unusual in that the metaphor is closer to the system
hardware than the implementation, whereas most more recent metaphors are
designed to get further away from the technicalities.

The"virtual card files' are a consequence of the system metaphor. If your image of
the computer is that of a completely isolated machine, then to pass
information to another machine you have to punch out a deck of cards. ( This
was afew years ago. ) The "virtual card file" was produced by your "virtual
card punch”, and would normally be directed to the "virtual card reader” of
another virtual machine. It worked, but slowly. The [UCV mentioned was a
confession of defeat, and didn't fit into the metaphor at all well. ( We
introduced virtual card files and TUCV while discussing spooling in the
chapter DISCS — THE SOFTWARE VIEW. )
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QUESTIONS.

What sort of information must the archive system keep about files in
archive ? Where should it be kept ?

What must be done if an archive tape is found to be unreadable ? ( HINT :
define an "invariant” for the archive system, and work out how to restore
it.)

Consider ways to implement the required security provisions for the
archive's reserved area in the file store.




