
From: Koro Tawa
Subject: 2nd Call: 12 October NZISF Seminar - Are you ready for the execution of a Search Warrant, Search Order or

 eDiscovery Order on you or your organisation? (Just ask Paul Manafort?)
Date: Monday, 2 October 2017 11:17:41 a.m.

To register for this seminar, click here
To place your name on the NZISF mailing list, click here

To remove your name from the NZISF mailing list, click here
  
New Zealand Information Security Forum (NZISF) invites you and your friends to the October breakfast
 meeting:

Date:          Thursday, 12 October 2017

Time:          7:30 am, be on time, please!

Venue:        Seminar venue: The University of Auckland School of Business, Owen Glen Building, 12
 Grafton Rd, CBD, Auckland.
Breakfast: “Excel” café, Level 1, 
Presentation: OGGB Building, Room 325, Level 3

Cost:           NZISF, NZSA and IITP members - $30, students - $15, all others - $ 35, Cash or cheque,
 no credit cards. Alternatively, credit my (i.e. K A R Tawa account at  38-9005-0118471-
03. Please put the note with the payment: “NZISF October  your name” and send me an
 email about the payment.

 

Topic:         Are you ready for the execution of a Search
 Warrant, Search Order or eDiscovery Order on you or your
 organisation? (Just ask Paul Manafort?)
 
Computer Forensics came of age in NZ in the late 1990s. As the technology has changed and the Law
 has tried to keep pace, tools, techniques and standards have developed. A number of Government
 departments have upskilled in this area and continue to develop.
eDiscovery came along as a junior partner in these developments but has grown considerably in costs
 and complexity. Major organisations are now taking proactive steps to limit their exposure in relation to
 Computer Forensics and eDiscovery events.
How will the tools and techniques progress in the future to meet these challenges, and what laws does
 society want (or will have forced on them?) from governments to balance law/order and privacy in an
 ever connected and social media world?
 

Presenter: Mike Spence
 
Mike has been the Managing Director and Principal Digital Forensic Consultant of deCipher Ltd for the
 last 17 years. With over 600 digital forensic investigations completed he has presented evidence as
 an Expert Witness in the Employment, District, High and Appeal Court of New Zealand. Michael’s
 credentials include the MFIT (Hons) Masters in Forensic IT, BSc (Hons) Computer Science, Advanced
 certification in Encase and FTK forensic software, 15 years Senior ICT Management experience and 3
 years Senior ICT Manager with NZ Police and guest lecturer in Digital Forensics
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Koro Tawa
For NZISF Chair
 

This meeting of the New Zealand Information Security Forum is proudly sponsored by: 

 

        

 

NZISF is a Special Interest Group of the NZ Security Association. For more
 information about us see: http://security.org.nz/nzsif/

 Parking information:
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