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e [his article discusses how/security
reqguirements can be highly reusable by
using parameterized security.
requirements templates.

e [he author suggested a step-by-step
procedureslnispecifyingithe security
requirements;andideternmining the
parameters e using thereusable security
reguirement templates




e S AnprEciave ComMMEnts

e [he idea of using a template

e Reusable

e Easy to/learn, use and reuse
e |ess repetitive task

e Standardise

e Search

e Assets-based; Risk=diven Analysis
Method

e [Helpito Preritize




ErnicallCommeEnts

e High Level of Alastraction

e Security reguirements template-in_order
to suit all different kinds of applications




e How useful?

e “\Whereas the specific type of attack may vary
greatly 'depending on the architecture under
attack,, the similarity. of threats and attackers
tends to lead|to considerable uniformity when it
comes [@)ther architeciurnal security, mechanisms
that arerused o) protect these assets from the
threats pesediby/these atiackers.”




rltlcal COMIMENIS = Cont

e How useful? — cont'd

e The author's assumption to similar kinds of
security mechanisms to fulfill security.
requirements

e No evidence showing effectiveness




@UESHEN S IPISCUSSION

e If you are In the requirements:team,
given a security template as such,
wouldiyou use It and find 1t useful
for reducing,yourwerkload?




