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Summary

The article introduces us how Microsoft
NGSCB works and some applications runni
above NGSCB system.

Next — Generation Secure Computing B



APPRECIATIVE COMMENT(1)

It gives us avery good exphagation on
how to achieve openness secu

= SCP & authenticated operation
= code ID (cryptographic digest, hash)
= code based access control model

= Virtual Machine Monitor (VMM) isolatio

SCP -- Security Coprocessor
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APPRECIATIVE COMMENT(2)

Clearly illustrates how sealed stor age works
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Criticism:
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\Ques\ions:

* NGSCB hasdone alot in impro
confidentiality; does it make improve
availability aswell?

system

= Can wetrust NGSCB fully, considering
Intentional back doorsin OS and Application



