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ABSTRACT

With an ever-increasing demand for security in all aspects of life, there seems to be the need of some easy-to-use, cost effective means that can provide the adequate security. 

This paper examines some of the benefits that can be realized from employing smart cards with Biometrics, and it explains how they can be used to significantly improve security. The use of biometrics, which when paired with smart cards, offers increased security and functionality, without the need for large central databases, for a variety of applications Biometric devices such as fingerprint readers can be combined with the use of PINs to access private data on smart cards, thus increasing security by introducing another factor of authentication. Additionally, fingerprint biometrics now offers an attractive, affordable replacement for identification
Also with the use of biometrics in smart cards there is no longer any need to remember a large number of PINs and passwords.
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