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      If you see a tiny 's' behind you http:// in a web-browser or you have activated ‘use secure channel’ in your email client, everybody things that this communication channel is secure and no one can get private data, like credit card numbers, phone numbers, passwords, etc. The EPFL performed an attack on an SSL/TLS channel at the beginning of 2003. They used timing data to attack the service. Timing attacks are very common to corrode a system. A hacker can use the data he receives from a timing attack, in order to extract private keys or guess which process has been activated. This paper gives a closer look on the attack performed by the EPFL with a focus on the timing data they used.
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