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Abstract

This paper discusses the two secured technologies i.e. smart card and biometrics that are being used to protect user information/data, but none of the systems are independently fully secured. The main aim of the paper is to discuss about a combined system which should be a better system as compared to the single system that is being used for data protection, and that combine system will be using both smart card and biometric technologies.
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