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QuestionsQuestions

•Can you really trust a study with such a small sample?
•Paper states: “Many believe that insider attacks are under-
reported to law enforcement agencies or prosecutors. 
Companies may fear the negative publicity or increased 
liability that may arise as a result of the incidents.”


