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A B S T R A C T

Electronic authentication is the process used to ascertain the identity of a person or the integrity of any on-line transactions. This paper discusses about an electronic authentication technique: Digital signature which is the widely used form of e-signature. Digital signature is the transformation of a message using public key cryptography which is used by the recipient to ensure the sender’s identity and integrity of the message. This paper explains: (a) Significance of the digital signature, (b) Various terminologies related to the digital signature, (c) Classification of the signature scheme and (d) one of the best schemes called Fail-stop signature scheme which includes the construction techniques and the efficiency of the scheme.
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